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1   Introduction

This document provides information about the PN7160/PN7220 configuration files and the settings supported by
each IC.
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2   Configuration files

Table 1 explains which configuration file is valid for the specific IC and where to push it on target DH.

Configuration file IC Location Description

libnfc-nci.conf PN7160
PN7220

system/etc/ System file from Android.

libnfc-nxp.conf PN7160
PN7220

vendor/etc/ General HAL configuration
and flags that are common
between PN7160 and
PN7220.

libnfc-nxp-eeprom.conf PN7220 vendor/etc/ A number of EEPROM
configurations that are
usually changed by used.

libnfc-nxp-rfExt.conf PN7220 vendor/etc/ All settings that users can set
in NFC Cockpit.
Note:  Ensure that there are
no mismatches between
common settings in libnfc-
nxp-eeprom.conf and libnfc-
nxp-rfExt.conf.

libemvco-nxp.conf PN7220 vendor/etc/ All EMVCo protocol settings.

Table 1. Configuration files used by the IC and their location

libnfc-nci.conf, libnfc-nxp.conf, libnfc-nxp-eeprom.conf, and libnfc-nxp-rfExt.conf are used on NFC MW stack
bring-up (Android host boot, NFC stack ON, etc.).

MW uses configuration files in the following sequence:

1. libnfc-nci.conf
2. libnfc-nxp.conf
3. libnfc-nxp-eeprom.conf
4. libnfc-nxp-rfExt.conf

The libemvco-nxp.conf configuration file is used only when users switch from NFC Forum mode to EMVCo
mode.
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3   libnfc-nci.conf

Table 2 shows all the settings in libnfc-nci.conf.

Setting name Support

APPL_TRACE_LEVEL Not supported

PROTOCOL_TRACE_LEVEL Not supported

NFC_DEBUG_ENABLED Supported

NFA_STORAGE Supported

HOST_LISTEN_TECH_MASK Supported

SCREEN_OFF_POWER_STATE Not supported
Note:  Do not change the default value (0x01). Otherwise, it
can break the NFC stack on the PN7160.

NCI_HAL_MODULE Not supported

POLLING_TECH_MASK Supported

P2P_LISTEN_TECH_MASK Not supported
Note:  Supported by PN7160 up until Android 13.

PRESERVE_STORAGE Supported

AID_MATCHING_MODE Supported

NFA_MAX_EE_SUPPORTED Supported

OFFHOST_AID_ROUTE_PWR_STATE Not supported

NCI_RESET_TYPE Supported

Table 2. Settings in libnfc-nci.conf

3.1  NFC_DEBUG_ENABLED
With this flag users can enable extended logs in MW. It is used for debugging.

Value Description

0x00 Extended logs disabled

0x01 (Default) Extended logs enabled

Table 3. NFC_DEBUG_ENABLED

3.2  NFA_STORAGE
This flag defines the storage location in which NFC service stores persistent data.

By default, the storage location is set to /data/vendor/nfc.

3.3  HOST_LISTEN_TECH_MASK
With this flag users can set which technology the controller should use for card emulation.

Note:  PN7160 supports card emulation for Type A and Type B, while PN7220 only supports Type A. Both ICs
supports T4T.
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3.4  POLLING_TECH_MASK
With this flag users can set which technology the controller uses for polling.

3.5  PRESERVE_STORAGE
Verify the content of all nonvolatile stores.

3.6  AID_MATCHING_MODE
With this flag users can set how the system matches the AID.

3.7  NFA_MAX_EE_SUPPORTED
Maximum EE supported number.

3.8  NCI_RESET_TYPE
With this flag users can select how often the configuration shall be reset.

Value Reset type

0x00 (default) Reset the configuration every time

0x01 Reset the configuration only once every boot

0x02 Keep configuration

Table 4. NCI_RESET_TYPE
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4   libnfc-nxp.conf

Table 5 shows all available settings in libnfc-nxp.conf.

Setting name PN7160 PN7220

NXPLOG_EXTNS_LOGLEVEL
(LOGGING)

Supported Supported

NXPLOG_NCIHAL_LOGLEVEL
(LOGGING)

Supported Supported

NXPLOG_NCIX_LOGLEVEL
(LOGGING)

Supported Supported

NXPLOG_NCIR_LOGLEVEL
(LOGGING)

Supported Supported

NXPLOG_FWDNLD_LOGLEVEL
(LOGGING)

Supported Supported

NXPLOG_TML_LOGLEVEL
(LOGGING)

Supported Supported

NXP_NFC_DEV_NODE Supported Supported

MIFARE_READER_ENABLED Supported Supported

NXP_FW_TYPE Supported Supported

NXP_AGC_DEBUG_ENABLE Not supported Not supported

NXP_ACT_PROP_EXTN Supported Supported

NXP_NFC_PROFILE_EXTN
Note:  The functionality differs between
PN7160 and PN7220. Refer to the
subsection for more information.

Supported Supported

NXP_I2C_FRAGMENTATION_
ENABLED

Supported Supported

NFA_PROPRIETARY_CFG Supported Supported

NXP_EXT_TVDD_CFG Supported Not supported

NXP_EXT_TVDD_CFG_X Supported Not supported

NXP_CORE_CONF Supported Supported

NXP_CORE_CONF_EXTN Supported Supported

NXP_SET_CONFIG_ALWAYS Supported Supported

NXP_RF_CONF_BLK_X Supported Not supported

ISO_DEP_MAX_TRANSCEIVE Not supported Not supported

PRESENCE_CHECK_ALGORITHM Supported Not supported

NXP_FLASH_CONFIG Supported Supported

NXP_CHIP_TYPE Supported Supported

NXP_SUPPORT_NON_STD_CARD Supported Supported

XP_NON_STD_CARD_TIMEDIFF Supported Supported

Table 5. Settings in libnfc-nxp.conf
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Some settings from libnfc-nxp.conf are common between PN7160 and PN7220 but are not located in the same
configuration file. Table 6 shows the settings and their locations for the specific IC.

Setting name PN7160 PN7220

NXP_SYS_CLK_SRC_SEL libnfc-nxp.conf libnfc-nxp-eeprom.conf

NXP_SYS_CLK_FREQ_SEL libnfc-nxp.conf libnfc-nxp-eeprom.conf

NXP_SYS_CLOCK_TO_CFG libnfc-nxp.conf Not supported

NXP_T4T_NFCEE_ENABLE libnfc-nxp.conf Not supported

DEFAULT_T4TNFCEE_AID_POWER_
STATE

libnfc-nxp.conf Not supported

Table 6. Setting and configuration file mapping

4.1  LOGGING
The following flags can be configured to set extended logs from the MW stack.

• NXPLOG_EXTNS_LOGLEVEL
– Configuration for extns logging level

• NXPLOG_NCIHAL_LOGLEVEL
– Configuration for enabling logging of HAL

• NXPLOG_NCIX_LOGLEVEL
– Configuration for enabling logging of NCI TX packets

• NXPLOG_NCIR_LOGLEVEL
– Configuration for enabling logging of NCI RX packets

• NXPLOG_FWDNLD_LOGLEVEL
– Configuration for enabling logging of FW download functionality

• NXPLOG_TML_LOGLEVEL
– Configuration for enabling logging of TML

All flags are set to 0x03 by default.

Flags can be set to the following values:

Name Value

NXPLOG_DEFAULT_LOGLEVEL 0x01

NXPLOG_DEBUG_LOGLEVEL 0x03

NXPLOG_WARN_LOGLEVEL 0x02

NXPLOG_ERROR_LOGLEVEL 0x01

NXPLOG_SILENT_LOGLEVEL 0x00

Table 7. Possible log levels

4.2  NXP_NFC_DEV_NODE
With this flag users can set the location of the device node and its name.

The default value that is also connected to the driver implementation is /dev/nxpnfc.
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4.3  MIFARE_READER_ENABLED
The flag is used to enable MIFARE extensions in the reader.

4.4  NXP_FW_TYPE
Defines the FW file type.

Value File type

0x01 .so

0x02 .bin

Table 8. NXP_FW_TYPE

4.5  NXP_ACT_PROP_EXTN
This flag is used to enable NXP proprietary settings in the PN7160/PN7220.

To disable proprietary settings:

NXP_ACT_PROP_EXTN={2F, 02, 00}

To enable proprietary settings:

NXP_ACT_PROP_EXTN={2F, 02, 01}

4.6  NXP_NFC_PROFILE_EXTN
This setting is used in both PN7160 and PN7220, but the functionality differs.

For PN7160, this setting is used to switch from NFC Forum profile to EMVCo profile and back:

NXP_NFC_PROFILE_EXTN={20, 02, 05, 01, A0, 44, 01, 00} // (00 = NFC Forum)/(01 =
 EMVCo)

For more information, see [1].

For PN7220 "A0 44"" is used to change settings important for EMVCo compliancy test and not for switching
between EMVCo mode and NFC Forum mode.

NXP_NFC_PROFILE_EXTN={20, 02, 05, 01, A0, 44, 01, 00}

For more information, see [2].

4.7  NXP_I2C_FRAGMENTATION_ENABLED
Use this flag to enable and disable I2C fragmentation.

4.8  NFA_PROPRIETARY_CFG
Set vendor specific proprietary protocol and discovery configuration.
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4.9  NXP_EXT_TVDD_CFG
This setting is used only by PN7160. Users can select the TVDD configuration using Section
"NXP_EXT_TVDD_CFG_X".

4.10  NXP_EXT_TVDD_CFG_X
TVDD configuration setting for PN7160. Refer to [1] section "Configuration", for instructions on how to set the
configuration.

4.11  NXP_CORE_CONF
With this flag users can set Core configuration settings.

Note:  The supported NCI Specification settings depend on the IC in use. Refer to the NCI Specification ([3])
and the dedicated user manual (PN7160 [1], PN7220 [2]).

4.12  NXP_CORE_CONF_EXTN
NXP Proprietary core configuration extensions. Refer to the user manual (PN7160 [1], PN7220 [2]).

4.13  NXP_SET_CONFIG_ALWAYS
Note:  For debugging only.

With this flag users can enable the MW stack to set the NXP_CORE_CONF and NXP_CORE_CONF_EXTN on
each NFC stack bringup (every Android boot, NFC stack restart, etc.).

Value Description

0x00 ON MODIFY (Default)

0x01 ALWAYS

Table 9. NXP_SET_CONFIG_ALWAYS

By default, Android stack checks the configuration file and send the settings to PN7160/PN7220 only when the
configuration file was modified. But with this flag settings are sent to PN7160/PN7220 on each NFC stack bring
up. This setting can be used only for debugging purposes. For production, set it to 0x00. Otherwise, the
maximum EEPROM read/write cycles can be reached fast.
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4.14  NXP_RF_CONF_BLK_X
This flag is used only by PN7160. User can set (additional) RF configuration settings with this flag.

NXP_RF_CONF_BLK_1={ 20, 02, 4C, 09,
    A0, 0D, 03, 78, 0D, 02,
    A0, 0D, 03, 78, 14, 02,
    A0, 0D, 06, 4C, 44, 65, 09, 00, 00,
    A0, 0D, 06, 4C, 2D, 05, 35, 1E, 01,
    A0, 0D, 06, 82, 4A, 55, 07, 00, 07,
    A0, 0D, 06, 44, 44, 03, 04, C4, 00,
    A0, 0D, 06, 46, 30, 50, 00, 18, 00,
    A0, 0D, 06, 48, 30, 50, 00, 18, 00,
    A0, 0D, 06, 4A, 30, 50, 00, 08, 00
}
NXP_RF_CONF_BLK_2={
    20, 02, 1E, 03,
    A0, 38, 04, 24, 10, 0B, 00,
    A0, AA, 04, 38, 04, 98, 08,
    A0, AF, 0C, 83, D5, 78, 80, 00, 83, D5, 78, 80, 00, 77, 08
}
...

NXP_RF_CONF_BLK_X={...}

Refer to [1] section "Configuration" for instructions on how to retrieve the TAG ID.

4.15  PRESENCE_CHECK_ALGORITHM
This flag is used only by PN7160. Users can define what type of presence check algorithm is used for T4T.

Value Algorithm

0x00 NFA_RW_PRES_CHK_DEFAULT (MW stack will select
algorithm)

0x01 NFA_RW_PRES_CHK_I_BLOCK

0x02 NFA_RW_PRES_CHK_ISO_DEP_NAK

Table 10. PRESENCE_CHECK_ALGORITHM

4.16  NXP_FLASH_CONFIG
This flag is used to select when a FW update is executed.

Value Description

0x01 FLASH_UPPER_VERSION

0x02 (Default) FLASH_DIFFERENT_VERSION

0x03 FLASH_ALWAYS
Note:  For debugging only, not intended for production.

0x04 FLASH_BLOCKED

Table 11. NXP_FLASH_CONFIG
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4.17  NXP_CHIP_TYPE
Flag to select which IC is used.

Value Description

0x01 PN7160

0x04 PN7220

Table 12. NXP_CHIP_TYPE

4.18  NXP_SUPPORT_NON_STD_CARD
The flag is used to enable or disable non-standard tag reading.

4.19  NXP_NON_STD_CARD_TIMEDIFF
This flag is used to set the valid time difference range for non-standard tag detection from first activation fail to
next discovery.

4.20  NXP_SYS_CLK_SRC_SEL
Set the source for the clock.

Value Clock source

0x01 XTAL

0x02 PLL

Table 13. NXP_SYS_CLK_SRC_SEL

Refer to [1] section "Configuration" for instructions on how to retrieve the TAG ID.

4.21  NXP_SYS_CLK_FREQ_SEL
Sets the system clock frequency selection in case of PLL setting. Users need to check configuration files to get
supported values.

Refer to [1] section "Configuration" for instructions on how to retrieve the TAG ID.

4.22  NXP_SYS_CLOCK_TO_CFG
This flag is used only for PN7160. Sets the timeout value to be used for clock request acknowledgment.

Refer to [1] section "Configuration", for instructions on how to retrieve the TAG ID.
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4.23  NXP_T4T_NFCEE_ENABLE
This flag is used only for PN7160. Switching between T4T_NFCEE and host card emulation. See [4] for more
information.

Value Description

0x01 Enable T4T_NFCEE

0x00 Disable T4T_NFCEE

Table 14. NXP_T4T_NFCEE_ENABLE

The following commands are send to PN7160 when this flag is set to 0x01:

220000   // NFCEE_DISCOVER_CMD
42010100 // NFCEE_DISCOVER_RSP
610A0B0200031080040003108104 // NFCEE_DISCOVER_NTF

2201021001 // NFCEE_MODE_SET_CMD
42010100   // NFCEE_MODE_SET_RSP 
62010100   // NFCEE_MODE_SET_NTF
610A0B0200031080040003108104 // RF_NFCEE_DISCOVERY_REQ_NTF 

4.24  DEFAULT_T4TNFCEE_AID_POWER_STATE
The flag is used only for PN7160. It sets the AID power state for T4TNFCEE. It is reflected in
RF_SET_LISTEN_MODE_ROUTING_CMD.

Example:

21 01 2C 00 07 02 09 10 3B D2 76 00 00 85 01 01 03 04 00 00 FE FE 01 03 00 11 04
 01 03 00 01 05 00 03 00 39 00 00 03 00 39 01 00 03 00 39 02 

Note:  3B is the default value.
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5   libnfc-nxp-eeprom.conf

Table 15 shows all settings in libnfc-nxp-eeprom.conf.

Settings

NXP_SYS_CLK_SRC_SEL

NXP_SYS_CLK_FREQ_SEL

NXP_ENABLE_DISABLE_STANBY

NXP_ENABLE_DISABLE_LPCD

NXP_HCE_SENS_RES

NXP_HCE_NFC_ID1

NXP_HCE_SEL_RES

NXP_HCE_RNDM_UID_ENB

Table 15. Settings in libnfc-nxp-eeprom.conf

5.1  NXP_SYS_CLK_SRC_SEL
Sets the source for the clock.

Value Clock source

0x01 XTAL

0x02 PLL

Table 16. Possible clock sources

This setting is not used for any NCI command, but need to be aligned with NXP_SYS_CLK_FREQ_SEL.

5.2  NXP_SYS_CLK_FREQ_SEL
System clock frequency selection in case of PLL setting. User need to check configuration files to get supported
values.

NCI Command:

20 02 0C 01 A2 02 08 FF 08 F6 01 00 33 64 10 // CORE_SET_CONFIG_CMD
 P

The system will first do CORE_GET_CONFIG_CMD with TAG ID "A2 02" to check existing setting match the
one user want to set. If not it proceeds with CORE_SET_CONFIG_CMD mentioned above.

20 03 03 01 A2 02 // CORE_GET_CONFIG_CMD
40 03 0D 00 01 A2 02 08 FF 08 F6 01 00 33 64 10 // CORE_GET_CONFIG_RS
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5.3  NXP_ENABLE_DISABLE_STANDBY
For PN7220 there are two possibilities to disable/enable the Standby mode.

1. Disable/Enable standby in RAM (CORE_SER_POWER_MODE_CMD in [2])
2. Disable/Enable standby in EEPROM

Note:  For more information, see [2].

NXP_ENABLE_DISABLE_STANDBY is linked to RAM setting and can be configured also after bootup
(in runtime). By default PN7220 is using EEPROM setting, but the user can bypass EEPROM setting with
NXP_ENABLE_DISABLE_STANDBY. If the user performs the hard or soft reset of PN7220, the RAM setting is
lost and PN7220 again uses EEPROM setting.

Value Standby

0x00 Disable

0x01 Enable

Table 17. Possible settings

NCI Command sent to PN7220:

2F 00 01 00 

5.4  NXP_ENABLE_DISABLE_LPCD
This flag is used to enable or disable LPCD. After changing this flag the EEPROM setting is changed. It is
important to understand that this setting should ideally be configured only once, otherwise we can reach the
maximum number of EEPROM read/write cycles and this can corrupt the IC.

Note:  Be aware that the same setting can be configured also with using the NFC Cockpit tool. In this case,
enable/disable can be configured in libnfc-nxp-rfExt.conf file via NCI Command. It is important that the user
configures this flag according to the change in libnfc-nxp-rfExt.conf, otherwise there will be mismatches
between the settings and the one which is used last by the MW stack will be taken into consideration.

Value LPCD

0x00 Disable

0x01 Enable

Table 18. Possible settings

NCI Command:

20 02 0C 01 A2 7C 08 A3 02 1F BB 00 08 50 00 // CORE_SET_CONFIG_CMD
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5.5  NXP_HCE_SENS_RES
With this flag the user can configure response to ReqA / ATQA.

Default value: {04, 00}

NCI Command:

20 02 0C 01 A2 78 08 37 00 00 00 10 04 00 AA // CORE_SET_CONFIG_CMD 

The system will first do CORE_GET_CONFIG_CMD with TAG ID "A2 78" to check existing setting match the
one user want to set. If not it proceeds with CORE_SET_CONFIG_CMD mentioned above.

20 03 03 01 A2 78 // CORE_GET_CONFIG_CMD
40 03 0D 00 01 A2 78 08 37 00 00 00 10 04 00 AA // CORE_GET_CONFIG_RSP

5.6  NXP_HCE_NFC_ID1
Configuration of UID. The first byte is fixed to 0x08.

Note:  If Random UID is selected, this flag is not used.

Default value: {AA, BB, CC}

NCI Command:

20 02 0C 01 A2 78 08 37 00 00 00 10 04 00 AA // CORE_SET_CONFIG_CMD
20 02 0C 01 A2 79 08 BB CC 20 01 FE 01 14 01 // CORE_SET_CONFIG_CMD

The system will first do CORE_GET_CONFIG_CMD with TAG ID "A2 78" and "A2 79" to check existing
setting match the one user want to set. If not it will proceed with CORE_SET_CONFIG_CMD mentioned above.

20 03 03 01 A2 78 // CORE_GET_CONFIG_CMD
40 03 0D 00 01 A2 78 08 37 00 00 00 10 04 00 AA // CORE_GET_CONFIG_RSP
20 03 03 01 A2 79 // CORE_GET_CONFIG_CMD
20 02 0C 01 A2 79 08 BB CC 20 01 FE 01 14 01 // CORE_GET_CONFIG_CMD

5.7  NXP_HCE_SEL_RES
Flag to configure the response to SAK.

Default value: 0x20

NCI Command:

20 02 0C 01 A2 79 08 DD CC 20 01 FE 01 14 01 // CORE_SET_CONFIG_CMD

The system will first do CORE_GET_CONFIG_CMD with TAG ID "A2 79" to check existing setting match the
one user want to set. If not it proceeds with CORE_SET_CONFIG_CMD mentioned above.

20 03 03 01 A2 79 // CORE_GET_CONFIG_CMD
40 03 0D 00 01 A2 79 08 DD CC 20 01 FE 01 14 01 // CORE_GET_CONFIG_RSP

AN14431 All information provided in this document is subject to legal disclaimers. © 2024 NXP B.V. All rights reserved.

Application note Rev. 1.0 — 2 September 2024 Document feedback
15 / 31

https://www.nxp.com/pages/technical-documentation-feedback:WF-TECHNICAL-DOCUMENTATION-FEEDBACK?tid=pdfwf_AN14431


NXP Semiconductors AN14431
PN7160/PN7220 configuration files

5.8  NXP_HCE_RNDM_UID_ENB
Flag to disable/enable random UID.

Value UID

0x00 (default) Use UID stored in EEPROM

0x01 Randomly generate the UID

Table 19. Possible settings

NCI Command:

20 02 0C 01 A2 7B 08 42 84 85 D0 FF 00 06 40 // CORE_SET_CONFIG_CMD

The system will first do CORE_GET_CONFIG_CMD with TAG ID "A2 7B" to check existing setting match the
one user want to set. If not it proceeds with CORE_SET_CONFIG_CMD mentioned above.

20 03 03 01 A2 7B // CORE_GET_CONFIG_CMD
40 03 0D 00 01 A2 7B 08 42 84 85 D0 FF 00 06 40 // CORE_GET_CONFIG_RSP
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6   libnfc-nxp-rfExt.conf

The libnfc-nxp-rfExt.conf can be used to configure all the settings mentioned in [5]. That is why users need
to pay additional attention to other flags mentioned in this document to ensure that there are no mismatches
between the settings in libnfc-nxp-rfExt.conf and the settings in other flags.

This configuration file shall be used together with NFC Cockpit (version 8.1.0 or higher). The following chapters
provide instructions for how to use the NFC Cockpit to build the configuration file.

Note:  User can also manually build the configuration file, but it is not recommended by NXP as mapping
between register addresses and NCI tag ID can lead to incorrect configurations.

6.1  How to use NFC Cockpit tool in combination with libnfc-nxp-rfExt.conf
Minimum required version: 08.01.00.

Note:  For information on how to run the NFC Cockpit, see the NFC Cockpit.

When NFC Cockpit is running, the user can use the following approach to build the nxpnfc-nxp-rfExt.conf:

1. Open the NFC Cockpit and click "1." and then "2." in Figure 1 .

1.

2.

Figure 1. Cockpit open extra and load HW settings
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2. The result of clicking the two buttons is:

Figure 2. Result of previous actions

Note:  Factory settings are default setting from the factory. Hardware settings are current settings stored in
EEPROM.

3. To show how to build the configuration file, let's enable the LPCD. This can be done inside "EEPROM
Single-Byte Access" with address (0x03E3). First we read it out (see Figure 3) and then change the bit 7 to
1. After that we write it back to HW ("1.") and click "2." in Figure 4.

Figure 3. Read the address 0x03E3
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1. 2.

Figure 4. Write to the address 0x03E3 and again load settings from HW ("2.")
4. Users can save the configuration with the "Save" button (see Figure 5) and name the configuration file as

libnfc-nxp-rfExt.conf.

Figure 5. Save changes
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5. Figure 6 shows the result. Users can combine multiple NCI commands, or put multiple
NXP_RFEXT_CONFIG_X settings inside. It is important that NXP_RFEXT_CONFIG_X matches the
number of settings configured in NXP_NUM_OF_RFEXT_CONFIG. (NXP_NUM_OF_RFEXT_CONFIG =
X).

Figure 6. Example of livnfc-nxp-rfExt.conf

Note:  The shown example only presents one of the settings, which can be set in libnfc-nxp-rfExt.conf or libnfc-
nxp-eeprom.conf (NXP_ENABLE_DISABLE_LPCD). The NCI command is the same, which is why it is important
that users use only the libnfc-nxp-eeprom.conf or (not recommended by NXP) the change is performed in both
configuration options.
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7   libemvco-nxp.conf

This configuration file is valid only for PN7220. It needs to be push into /vendor/etc/.

Settings

NXP_LOG_EXTNS_LOGLEVEL (LOGGING)

NXP_LOG_NCIHAL_LOGLEVEL (LOGGING)

NXP_LOG_NCIX_LOGLEVEL (LOGGING)

NXP_LOG_NCIR_LOGLEVEL (LOGGING)

NXP_LOG_TML_LOGLEVEL (LOGGING)

NXP_EMVCO_DEBUG_ENABLED (LOGGING)

NXP_EMVCO_DEV_NODE

NXP_PCD_SETTINGS

NXP_SET_CONFIG

NXP_GET_CONFIG

NXP_CT_MAX_WTX_WAIT_TIME

Table 20. Settings in libnfc-nxp-eeprom.conf

7.1  LOGGING
Following flags can be configured to set extended logs from the MW stack.

• NXPLOG_EXTNS_LOGLEVEL
– Configuration for extns logging level

• NXPLOG_NCIHAL_LOGLEVEL
– Configuration for enabling logging of HAL

• NXPLOG_NCIX_LOGLEVEL
– Configuration for enabling logging of NCI TX packets

• NXPLOG_NCIR_LOGLEVEL
– Configuration for enabling logging of NCI RX packets

• NXPLOG_TML_LOGLEVEL
– Configuration for enabling logging of TML

• NXP_EMVCO_DEBUG_ENABLED
– Configuration for enabling logging of EMVCO

All flags are set to 0x03 by default.

Flags can be set to one of following values:

Name Value

NXPLOG_DEFAULT_LOGLEVEL 0x01

NXPLOG_DEBUG_LOGLEVEL 0x03

NXPLOG_WARN_LOGLEVEL 0x02

NXPLOG_ERROR_LOGLEVEL 0x01

Table 21. Possible log levels
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7.2  NXP_EMVCO_DEV_NODE
With this flag users can set the location of the device node and its name.

The default value that is also connected to the driver implementation is /dev/nxpnfc.

7.3  NXP_PCD_SETTINGS
Configuration to set polling delay between 2 phases (between 5.1 ms and 10 ms). The default value is {EC, 13}
(hex) (5100 µs).

7.4  NXP_SET_CONFIG
Option to set config command for debugging purpose. Sample command given with PCD SETTING.

7.5  NXP_GET_CONFIG
Option to get config command for debugging purpose. Sample command given with PCD SETTING.

7.6  NXP_CT_MAX_WTX_WAIT_TIME
Option to configure the maximum wait time extension for the Contact card feature. The maximum wait time
should be 107 seconds to pass the CT compliance test.

By default, 2 seconds is the WTX time out value, if this property is not found or set.
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8   Abbreviations and acronyms

Acronym Description

DH Device Host

MW MiddleWare

P2P Peer-to-Peer

NFC Near Field Communication

AID Application ID

FW FirmWare

T4T Type 4 Tag

NCI NFC Controller Interface

Table 22. Abbreviations

AN14431 All information provided in this document is subject to legal disclaimers. © 2024 NXP B.V. All rights reserved.

Application note Rev. 1.0 — 2 September 2024 Document feedback
23 / 31

https://www.nxp.com/pages/technical-documentation-feedback:WF-TECHNICAL-DOCUMENTATION-FEEDBACK?tid=pdfwf_AN14431


NXP Semiconductors AN14431
PN7160/PN7220 configuration files

9   References

[1] User manual – PN7160 NFC controller (link)
[2] User manual – PN722X NFC controller (link)
[3] NFC Forum - NFC Controller Interface
[4] Application note – PN7160 card emulation (link)
[5] Datasheet – PN7160_PN7161 (link)

AN14431 All information provided in this document is subject to legal disclaimers. © 2024 NXP B.V. All rights reserved.

Application note Rev. 1.0 — 2 September 2024 Document feedback
24 / 31

https://www.nxp.com/docs/en/user-manual/UM11495.pdf
https://www.nxp.com/docs/en/user-manual/UM11810.pdf
https://www.nxp.com/docs/en/application-note/AN13861.pdf
https://www.nxp.com/docs/en/data-sheet/PN7160_PN7161.pdf
https://www.nxp.com/pages/technical-documentation-feedback:WF-TECHNICAL-DOCUMENTATION-FEEDBACK?tid=pdfwf_AN14431


NXP Semiconductors AN14431
PN7160/PN7220 configuration files

10   Note about the source code in the document

Example code shown in this document has the following copyright and BSD-3-Clause license:

Copyright 2024 NXP Redistribution and use in source and binary forms, with or without modification, are
permitted provided that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, this list of conditions and the
following disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials must be provided with the distribution.

3. Neither the name of the copyright holder nor the names of its contributors may be used to endorse or
promote products derived from this software without specific prior written permission.

THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY
EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES
OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT
SHALL THE COPYRIGHT HOLDER OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT,
INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED
TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN
CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN
ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH
DAMAGE.
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11   Revision history

Document ID Release date Description

AN14431 v.1.0 02 September 2024 • Initial version
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